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# ДОКУМЕНТАЦІЯ

**щодо проведення відкритих торгів з особливостями**

**ДК 021:2015 код 48760000-3 Пакети програмного забезпечення для захисту від вірусів**

**(ESET PROTECT Entry)**

**м. Вінниця - 2023 р.**

|  |  |
| --- | --- |
| **Оголошення про проведення спрощеної закупівлі** | |
| 1. Терміни, які вживаються в тендерній документації | Тендерну документацію розроблено відповідно до вимог Закону України «Про публічні закупівлі» (далі – Закон) та Особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України “Про публічні закупівлі”, на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування, затверджених постановою Кабінету Міністрів України від 12.10.2022 №1178 (далі – Особливості). Терміни, які використовуються в цій тендерній документації, вживаються в значеннях, визначених Законом. |
| 1. Найменування, місцезнаходження та ідентифікаційний код замовника в Єдиному державному реєстрі юридичних осіб, фізичних осіб – підприємців та громадських формувань, його категорія | ТОВАРИСТВО З ОБМЕЖЕНОЮ ВІДПОВІДАЛЬНІСТЮ «ЕНЕРА ВІННИЦЯ», 21037, м. Вінниця, вул. Пирогова,131, код ЄДРПОУ 41835359,  юридична особа/суб’єкт господарювання, який здійснює діяльність в окремих сферах господарювання, зазначених в пункті 4 частини першої статті 2 Закону України «Про публічні закупівлі» |
| 1. Назва предмета закупівлі із зазначенням коду за Єдиним закупівельним словником (у разі поділу на лоти такі відомості зазначаються стосовно кожного лоту) та назви відповідних класифікаторів предмета закупівлі і частини предмета зкупівлі (лотів) (за наявності) | **ДК 021:2015 код 48760000-3 Пакети програмного забезпечення для захисту від вірусів**  **(ESET PROTECT Entry)**  код згідно основного словника національного класифікатора України ДК 021:2015 «Єдиний закупівельний словник», затвердженого наказом Міністерства економічного розвитку і торгівлі України від 23 грудня 2015 року № 1749 – 4531. |
| 1. Інформація про технічні, якісні та інші характеристики предмета закупівлі | Пропозиції учасників повинні задовольняти вимоги до предмету закупівлі, визначені Додатком 2 до даної документації.  Учасники закупівлі повинні надати у складі пропозиції погоджені технічні вимоги до предмету закупівлі (Додаток 2 до даної документації) та проєкт договору (Додаток 3 до даної документації). |
| 1. Кількість та місце поставки товарів/обсяг і місце виконання робіт/обсяг і місце надання послуг | 1 послуга  Вінницька область |
| 1. Строк поставки товарів/ виконання робіт/надання послуг | до 31.12.2024р. |
| **6. Умови оплати** | Покупець здійснює розрахунки за фактично отриманий товар протягом 90 календарних днів з моменту отримання послуги та підписання Сторонами здавально-приймальних документів на свій вибір або шляхом перерахування грошових коштів на розрахунковий рахунок Постачальника, або шляхом видачі простого векселя (векселів). Вексель (векселі) видаються Постачальнику на суму фактично отриманної послуги. Номінальна вартість векселя (векселів) не повинна бути більше суми фактично отриманих послуг. В момент (день) оформлення векселя (векселів) зобов’язання оплатити отриману послугу у Покупця припиняються та виникає новий обов’язок оплатити вексель (векселі). Вексель (векселі) передається за актом прийому-передачі. Постачальник зобов’язаний прийняти оформлений вексель (векселі) та підписати акт прийому-передачі. |
| **7.** Очікувана вартість предмета закупівлі | **160 000,00 грн. з ПДВ.** |
| **8. Період уточнення інформації про закупівлю** | Чотири дні з дати оприлюднення оголошення про проведення відкритих торгів з особливостями. |
| **9.Кінцевий строк подання пропозицій** | 07.01.2024р. до 00:00 год; |
| **10. Перелік критеріїв та методика оцінки пропозицій із зазначенням питомої ваги критеріїв** | Оцінка пропозицій проводиться електронною системою закупівель автоматично на основі єдиного критерію **«Ціна»** , питома вага критерію «Ціна» складає 100%. |
| **11. Розмір та умови надання забезпечення пропозицій учасників** | **Пропозиція супроводжується забезпеченням пропозиції**:  вид забезпечення пропозиції: **електронна банківська гарантія**;  розмір забезпечення пропозиції: **4800,00 грн.**  строк дії забезпечення пропозиції: не менше ніж 90 днів з дати розкриття пропозицій.  Електронний документ повинен бути складений із дотриманням вимог Закону України «Про електронні документи та електронний документообіг» і Закону України «Про електронні довірчі послуги», містити КЕП уповноваженої особи банку-гаранта та повинен дозволяти перевірку такого підпису.  Банківська гарантія може надаватись: разом з файлом «p7s» (із накладенням КЕП) або у вигляді файлу в форматі, придатному для перевірки достовірності видачі банківської гарантії банком та накладення КЕП уповноваженої посадової особи банку-гаранта.  Банківська гарантія оформлюється в банку, який має ліцензію Національного банку України (далі – НБУ), крім банків щодо яких прийнято рішення НБУ про визнання неплатоспроможними.  Електронна банківська гарантія – безвідклична, безумовна банківська гарантія, оформлена відповідно до вимог постанови Правління НБУ від 15.12.2004 № 639 «Про затвердження Положення про порядок здійснення банками операцій за гарантіями в національній та іноземних валютах» (зі змінами, внесеними з Постановами НБУ № 8 від 09.02.2017, № 5 від 25.01.2018) та з урахуванням вимог Наказу Міністерства розвитку економіки, торгівлі та сільського господарства України від 14.12.2020 року №2628 «Про затвердження форми і Вимог до забезпечення тендерної пропозиції/пропозицій.  Реквізити для оформлення банківської гарантії:  поточний рахунок IBAN:  ­­­UA153005280000026007455062892  у ­­­­АТ «ОТП Банк» МФО 300528  Гарантія повинна бути безвідкличною та безумовною. Банківська гарантія не має містити умов, що ускладнюють або унеможливлюють задоволення вимог замовника з отримання грошових коштів від гаранта по забезпеченню, наданому учасником у формі тендерної гарантії, в тому числі, умов окремих угод між банком-гарантом та учасником, вимог щодо надання листів або інших документів за підписом учасника або третіх осіб, що підтверджують факт настання гарантійного випадку.  Гарантія не може бути відкликана гарантом. Банківським установам рекомендовано вказувати у колонтитулах тендерної гарантії посилання на програмний комплекс, яким накладено КЕП або вказати метод перевірення справжності гарантії.  Тендерна пропозиція, що не супроводжується забезпеченням (в т.р. якщо надане учасником забезпечення не відповідає вимогам тендерної документації), відхиляється замовником.  Усі витрати, пов’язані з наданням забезпечення тендерної пропозиції, здійснюються за рахунок Учасника.  Застереження щодо випадків, коли забезпечення пропозиції не повертається учаснику:  - відкликання пропозиції учасником після закінчення строку її подання, але до того, як сплив строк, протягом якого пропозиції вважаються дійсними;  -непідписання договору про закупівлю учасником, який став переможцем процедури відкритих торгів з особливостями;  -ненадання переможцем процедури закупівлі забезпечення виконання договору про закупівлю після отримання повідомлення про намір укласти договір про закупівлю, якщо надання такого забезпечення передбачено тендерною документацією/оголошенням про проведення закупівлі.  Забезпечення пропозиції повертається учаснику протягом п'яти банківських днів з дня настання однієї з підстав:  - закінчення строку дії забезпечення пропозиції, зазначеного в оголошенні про проведення процедури відкритих торгів з особливостями;  - укладення договору про закупівлю з учасником, який став переможцем закупівлі;  - відкликання пропозиції до закінчення строку її подання;  - закінчення процедури закупівлі в разі неукладення договору про закупівлю із жодним з учасників, які подали пропозиції. |
| **12. Розмір та умови надання забезпечення виконання договору про закупівлю** | Не вимагається. |
| **13. Розмір мінімального кроку пониження ціни під час електронного аукціону у межах 0,5 відсотка до 3 відсотків або в грошових одиницях очікуваної вартості закупівлі** | 0,5% очікуваної вартості предмета закупівлі. |
| **14.** Інша інформація | Перелік документів, які повинні подати учасники відкритих торгів з особливостями в складі своєї пропозиції:  1. Пропозицію, складену за формою згідно Додатку 1 до даної документації;  2.Документи, що підтверджують повноваження посадової особи або представника Учасника процедури закупівлі на укладання (підписання) договору про закупівлю;  3.Погоджені технічні вимоги до предмету закупівлі згідно Додатку №2 до оголошення;  4.Погоджений проект договору згідно Додатку №3 до оголошення;  5.Інші документи, передбачені цією документацією:  - завірена учасником копія діючого Статуту (у останній редакції) або сканований оригінал,  - виписка (або витяг) з реєстру платників податку;  - лист-гарантія, за підписом уповноваженої особи Учасника та завірений печаткою (у разі її використання) про те, що учасник не належить до переліку осіб, до яких застосовують обмежувальні заходи (санкції);  - лист-згода з умовами договору;  - загальна довідку у довільній формі, яка містить відомості про підприємство**,** із зазначенням найменування, адресних та платіжних реквізитів, системи оподаткування, та інша додаткова інформація про учасника, яку учасник вважає за необхідно зазначити;  - копія витягу з Єдиного державного реєстру юридичних осіб, фізичних осіб-підприємців та громадських формувань (учасник має право надавати документи, видані в паперовому вигля­ді, або сформовані в електронній фор­мі (відтворені на папері) відповідно до законодавства).  6. Не менше 2-ох копій договорів про надання аналогічних послуг, що підтверджують факт надання таких послуг більше двох років та наявність досвіду надання аналогічних послуг в енергетичному секторі (не менше трьох років);  7. Довідка в довільній формі, що підтверджує наявність штатних операторів, розробників, адміністраторів системи;  8. Підтверджувальні документи від розробника (виробника) на право розповсюдження продукції (сертифікат, авторизаційний лист);.  Переможець процедури закупівлі у строк, що не перевищує **чотири дні** з дати оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю, повинен надати замовнику документи шляхом оприлюднення їх в електронній системі закупівель, що підтверджують відсутність підстав, визначених пунктами 3, 5, 6, 12 частини першої та в абзаці чотирнадцятому цього пункту 47 Особливостей, Замовник не вимагає документального підтвердження публічної інформації, що оприлюднена у формі відкритих даних згідно із Законом України “Про доступ до публічної інформації” та/або міститься у відкритих публічних електронних реєстрах, доступ до яких є вільним, або публічної інформації, що є доступною в електронній системі закупівель, крім випадків, коли доступ до такої інформації є обмеженим на момент оприлюднення оголошення про проведення відкритих торгів, а саме:   * Витяг з інформаційно-аналітичної системи «Облік відомостей про притягнення особи до кримінальної відповідальності та наявності судимості», виданий на службову (посадову) особу учасника процедури закупівлі, яка підписала тендерну пропозицію, чи фізичну особу, яка є учасником процедури закупівлі. Витяг повинен бути виданий не раніше ніж за 30 днів до дати подання таких документів Замовнику в електронній системі закупівель; * Довідка про те, що керівника учасника процедури закупівлі, фізичну особу, яка є учасником процедури закупівлі, не було притягнуто згідно із законом до відповідальності за вчинення правопорушення, пов’язаного з використанням дитячої праці чи будь-якими формами торгівлі людьми;   - Довідка про те, що учасник не має невиконаних зобов’язань за раніше укладеним договором про закупівлю з замовником, що призвело до його дострокового розірвання, і було застосовано санкції у вигляді штрафів та/або відшкодування збитків – протягом трьох років з дати дострокового розірвання такого договору, або довідка про те, що учасник процедури закупівлі, що перебуває в обставинах, зазначених у абзаці чотирнадцятому пункту 47 Особливостей, вживає заходи для доведення своєї надійності, незважаючи на наявність відповідної підстави для відмови в участі у процедурі закупівлі. До довідки додаються підтверджуючі документи сплати або зобов’язання сплатити відповідні зобов’язання та відшкодувати завдані збитки.  Кожен учасник має право подати тільки одну пропозицію. Учасник має право внести зміни або відкликати свою пропозицію до закінчення строку її подання без втрати свого забезпечення пропозиції. Всі визначені оголошенням про проведення відкритих торгів з особливостями документи пропозиції завантажуються в електронну систему закупівель у вигляді скан-копій придатних для машинозчитування (файли з розширенням «..pdf.», «..jpeg.», тощо), зміст та вигляд яких повинен відповідати оригіналам відповідних документів, згідно яких виготовляються такі скан-копії. Документи, що складаються учасником, повинні бути оформлені належним чином у відповідності до вимог чинного законодавства в частині дотримання письмової форми документу, складеного суб’єктом господарювання, в тому числі за власноручним підписом учасника/уповноваженої особи учасника. Вимога щодо засвідчення того чи іншого документу пропозиції власноручним підписом учасника/уповноваженої особи учасника не застосовується до документів (матеріалів та інформації), що подаються у складі пропозиції, якщо такі документи (матеріали та інформація) надані учасником у формі електронного документа через електронну систему закупівель із накладанням кваліфікованого електронного підпису на кожен з таких документів (матеріал чи інформацію).  Відповідно до пункту 44 Особливостей Замовник відхиляє тендерну пропозицію із зазначенням аргументації в електронній системі закупівель у разі, коли:  1) учасник процедури закупівлі:  підпадає під підстави, встановлені пунктом 47 Особливостей;  зазначив у тендерній пропозиції недостовірну інформацію, що є суттєвою для визначення результатів відкритих торгів, яку замовником виявлено згідно з абзацом першим пункту 42 Особливостей;  не надав забезпечення тендерної пропозиції, якщо таке забезпечення вимагалося замовником, та/або забезпечення тендерної пропозиції не відповідає умовам, що визначені замовником у тендерній документації до такого забезпечення тендерної пропозиції;  не виправив виявлені замовником після розкриття тендерних пропозицій невідповідності в інформації та/або документах, що подані ним у складі своєї тендерної пропозиції, та/або змінив предмет закупівлі (його найменування, марку, модель тощо) під час виправлення виявлених замовником невідповідностей, протягом 24 годин з моменту розміщення замовником в електронній системі закупівель повідомлення з вимогою про усунення таких невідповідностей;  не надав обґрунтування аномально низької ціни тендерної пропозиції протягом строку, визначеного абзацом першим частини чотирнадцятої статті 29 Закону/абзацом дев’ятим пункту 37 Особливостей;  визначив конфіденційною інформацію, що не може бути визначена як конфіденційна відповідно до вимог абзацу другого пункту 40 Особливостей;  є громадянином Російської Федерації/Республіки Білорусь (крім того, що проживає на території України на законних підставах); юридичною особою, утвореною та зареєстрованою відповідно до законодавства Російської Федерації/Республіки Білорусь; юридичною особою, утвореною та зареєстрованою відповідно до законодавства України, кінцевим бенефіціарним власником, членом або учасником (акціонером), що має частку в статутному капіталі 10 і більше відсотків (далі - активи), якої є Російська Федерація/Республіка Білорусь, громадянин Російської Федерації/Республіки Білорусь (крім того, що проживає на території України на законних підставах), або юридичною особою, утвореною та зареєстрованою відповідно до законодавства Російської Федерації/Республіки Білорусь, крім випадків коли активи в установленому законодавством порядку передані в управління Національному агентству з питань виявлення, розшуку та управління активами, одержаними від корупційних та інших злочинів; або пропонує в тендерній пропозиції товари походженням з Російської Федерації/Республіки Білорусь (за винятком товарів, необхідних для ремонту та обслуговування товарів, придбаних до набрання чинності постановою Кабінету Міністрів України від 12 жовтня 2022 р. № 1178 “Про затвердження особливостей здійснення публічних закупівель товарів, робіт і послуг для замовників, передбачених Законом України “Про публічні закупівлі”, на період дії правового режиму воєнного стану в Україні та протягом 90 днів з дня його припинення або скасування” (Офіційний вісник України, 2022 р., № 84, ст. 5176);  2) тендерна пропозиція:  не відповідає умовам технічної специфікації та іншим вимогам щодо предмета закупівлі тендерної документації, крім невідповідності в інформації та/або документах, що може бути усунена учасником процедури закупівлі відповідно до пункту 43 цих особливостей;  є такою, строк дії якої закінчився;  є такою, ціна якої перевищує очікувану вартість предмета закупівлі, визначену замовником в оголошенні про проведення відкритих торгів, якщо замовник у тендерній документації не зазначив про прийняття до розгляду тендерної пропозиції, ціна якої є вищою, ніж очікувана вартість предмета закупівлі, визначена замовником в оголошенні про проведення відкритих торгів, та/або не зазначив прийнятний відсоток перевищення або відсоток перевищення є більшим, ніж зазначений замовником в тендерній документації;  не відповідає вимогам, установленим у тендерній документації відповідно до абзацу першого частини третьої статті 22 Закону;  3) переможець процедури закупівлі:  відмовився від підписання договору про закупівлю відповідно до вимог тендерної документації або укладення договору про закупівлю;  не надав у спосіб, зазначений в тендерній документації, документи, що підтверджують відсутність підстав, визначених у підпунктах 3, 5, 6 і 12 та в абзаці чотирнадцятому пункту 47 цих особливостей;  не надав забезпечення виконання договору про закупівлю, якщо таке забезпечення вимагалося замовником;  надав недостовірну інформацію, що є суттєвою для визначення результатів процедури закупівлі, яку замовником виявлено згідно з абзацом першим пункту 42 цих особливостей.   Замовник може відхилити тендерну пропозицію із зазначенням аргументації в електронній системі закупівель у разі, коли:  1) учасник процедури закупівлі надав неналежне обґрунтування щодо ціни або вартості відповідних товарів, робіт чи послуг тендерної пропозиції, що є аномально низькою;  2) учасник процедури закупівлі не виконав свої зобов’язання за раніше укладеним договором про закупівлю з тим самим замовником, що призвело до застосування санкції у вигляді штрафів та/або відшкодування збитків протягом трьох років з дати їх застосування, з наданням документального підтвердження застосування до такого учасника санкції (рішення суду або факт добровільної сплати штрафу, або відшкодування збитків).  Інформація про відхилення тендерної пропозиції, у тому числі підстави такого відхилення (з посиланням на відповідні положення цих особливостей та умови тендерної документації, яким така тендерна пропозиція та/або учасник не відповідають, із зазначенням, у чому саме полягає така невідповідність), протягом одного дня з дати ухвалення рішення оприлюднюється в електронній системі закупівель та автоматично надсилається учаснику процедури закупівлі/переможцю процедури закупівлі, тендерна пропозиція якого відхилена, через електронну систему закупівель.  У разі коли учасник процедури закупівлі, тендерна пропозиція якого відхилена, вважає недостатньою аргументацію, зазначену в повідомленні, такий учасник може звернутися до замовника з вимогою надати додаткову інформацію про причини невідповідності його пропозиції умовам тендерної документації, зокрема технічній специфікації, та/або його невідповідності кваліфікаційним критеріям, а замовник зобов’язаний надати йому відповідь з такою інформацією не пізніш як через чотири дні з дати надходження такого звернення через електронну систему закупівель, але до моменту оприлюднення договору про закупівлю в електронній системі закупівель відповідно до статті 10 Закону.   1. Замовник зобов’язаний відхилити тендерну пропозицію переможця процедури закупівлі в разі, коли наявні підстави, визначені пунктом 47 Особливостей.   Під невідповідністю в інформації та/або документах, що подані учасником процедури закупівлі у складі тендерній пропозиції та/або подання яких вимагається тендерною документацією, розуміється у тому числі відсутність у складі тендерної пропозиції інформації та/або документів, подання яких передбачається тендерною документацією (крім випадків відсутності забезпечення тендерної пропозиції, якщо таке забезпечення вимагалося замовником, та/або інформації (та/або документів) про технічні та якісні характеристики предмета закупівлі, що пропонується учасником процедури в його тендерній пропозиції). Невідповідністю в інформації та/або документах, які надаються учасником процедури закупівлі на виконання вимог технічної специфікації до предмета закупівлі, вважаються помилки, виправлення яких не призводить до зміни предмета закупівлі, запропонованого учасником процедури закупівлі у складі його тендерної пропозиції, найменування товару, марки, моделі тощо.  Замовник не може розміщувати щодо одного й того ж учасника процедури закупівлі більш ніж один раз повідомлення з вимогою про усунення невідповідностей в інформації та/або документах, що подані учасником у тендерній пропозиції.  Учасник процедури закупівлі виправляє невідповідності в інформації та/або документах, що подані ним у своїй тендерній пропозиції, виявлені замовником після розкриття тендерних пропозицій, шляхом завантаження через електронну систему закупівель уточнених або нових документів в електронній системі закупівель, протягом 24 годин з моменту розміщення замовником в електронній системі закупівель повідомлення з вимогою про усунення таких невідповідностей.  Замовник розглядає подані тендерні пропозиції з урахуванням виправлення або невиправлення учасниками виявлених невідповідностей.  Інформація про відхилення тендерної пропозиції, у тому числі підстави такого відхилення (з посиланням на відповідні положення цих особливостей та умови тендерної документації, яким така тендерна пропозиція та/або учасник не відповідають, із зазначенням, у чому саме полягає така невідповідність), протягом одного дня з дати ухвалення рішення оприлюднюється в електронній системі закупівель та автоматично надсилається учаснику процедури закупівлі/переможцю процедури закупівлі, тендерна пропозиція якого відхилена, через електронну систему закупівель.  Усі документи (довідки, інформаційні довідки, листи тощо), які складаються безпосередньо Учасником та завантажуються в електронну систему закупівель, повинні бути складені на фірмовому бланку та містити номер та дату, посаду, прізвище, ініціали та власноручний підпис уповноваженої особи, а також відбитки печатки\* (у разі наявності).  \*Ця вимога не стосується Учасників, які здійснюють діяльність без печатки згідно з чинним законодавством.  Тендерна пропозиція подається в електронному вигляді через електронну систему закупівель шляхом заповнення електронних форм з окремими полями, де зазначається інформація про ціну, інформація від учасника процедури закупівлі про його відповідність кваліфікаційним критеріям, наявність/відсутність підстав, визначених пунктом 47 Особливостей і в цій тендерній документації, та шляхом завантаження необхідних документів, що вимагаються замовником у цій тендерній документації, а саме:  - інформації про необхідні технічні, якісні та кількісні характеристики предмета закупівлі;  - документів, що підтверджують повноваження відповідної особи або представника учасника процедури закупівлі щодо підпису документів тендерної пропозиції;  - інших документів, необхідність подання яких у складі тендерної пропозиції передбачена умовами цієї документації.  Учасник процедури закупівлі підтверджує відсутність підстав, зазначених в пункті 47 Особливостей (крім абзацу чотирнадцятого цього пункту), шляхом самостійного декларування відсутності таких підстав в електронній системі закупівель під час подання тендерної пропозиції.  Кожен учасник має право подати тільки одну пропозицію.  Всі визначені оголошенням про проведення відкритих торгів з особливостями документи пропозиції завантажуються в електронну систему закупівель у вигляді скан-копій придатних для машинозчитування (файли з розширенням «.pdf», «.jpeg», тощо), зміст та вигляд яких повинен відповідати оригіналам відповідних документів, згідно яких виготовляються такі скан-копії. Документи, що складаються учасником, повинні бути оформлені належним чином у відповідності до вимог чинного законодавства в частині дотримання письмової форми документу, складеного суб’єктом господарювання, в тому числі за власноручним підписом учасника/уповноваженої особи учасника. Вимога щодо засвідчення того чи іншого документу пропозиції власноручним підписом учасника/уповноваженої особи учасника не застосовується до документів (матеріалів та інформації), що подаються у складі пропозиції, якщо такі документи (матеріали та інформація) надані учасником у формі електронного документа через електронну систему закупівель із накладанням кваліфікованого електронного підпису на кожен з таких документів (матеріал чи інформацію) та на пропозицію в цілому.  Під час використання електронної системи закупівель з метою подання тендерних пропозицій та їх оцінки документи, які вимагаються замовником у Тендерній документації, та дані створюються та подаються з урахуванням вимог законів України «Про електронні документи та електронний документообіг» та «Про електронні довірчі послуги» та Постанови КМУ від 03.03.2020 року №193 «Про реалізацію експериментального проекту щодо забезпечення можливості використання удосконалених електронних підписів і печаток, які базуються на кваліфікованих сертифікатах відкритих ключів». Під час подання тендерних пропозицій та створенні даних, особа, яка має повноваження щодо підпису документів тендерної пропозиції, повинна пройти електронну ідентифікацію в електронній системі закупівель за допомогою кваліфікованого електронного підпису (надалі – КЕП): після внесення інформації в електронні поля на неї накладається КЕП службової (посадової) особи учасника процедури закупівлі, яку уповноважено учасником представляти його інтереси під час проведення процедури закупівлі, фізичної особи, яка є учасником.  Створити та підписати електронний документ за допомогою КЕП можна за допомогою загальнодоступних програмних комплексів, наприклад: <https://czo.gov.ua/verify>.  У разі якщо тендерна пропозиція подається об'єднанням учасників, до неї обов'язково включається документ про створення такого об'єднання.  Документи, що не передбачені законодавством для учасників - юридичних, фізичних осіб, у тому числі фізичних осіб - підприємців, не подаються ними у складі тендерної пропозиції. Відсутність документів, що не передбачені законодавством для учасників - юридичних, фізичних осіб, у тому числі фізичних осіб - підприємців, у складі тендерної пропозиції, не може бути підставою для її відхилення замовником.  Замовник відміняє відкриті торги у разі:  1) відсутності подальшої потреби в закупівлі товарів, робіт чи послуг;  2) неможливості усунення порушень, що виникли через виявлені порушення вимог законодавства у сфері публічних закупівель, з описом таких порушень;  3) скорочення обсягу видатків на здійснення закупівлі товарів, робіт чи послуг;  4) коли здійснення закупівлі стало неможливим внаслідок дії обставин непереборної сили.  У разі відміни відкритих торгів замовник протягом одного робочого дня з дати прийняття відповідного рішення зазначає в електронній системі закупівель підстави прийняття такого рішення.  Відкриті торги автоматично відміняються електронною системою закупівель у разі:  1) відхилення всіх тендерних пропозицій (у тому числі, якщо була подана одна тендерна пропозиція, яка відхилена замовником) згідно з цими особливостями;  2) неподання жодної тендерної пропозиції для участі у відкритих торгах у строк, установлений замовником згідно з цими особливостями.  Електронною системою закупівель автоматично протягом одного робочого дня з дати настання підстав для відміни відкритих торгів, визначених цим пунктом, оприлюднюється інформація про відміну відкритих торгів.  Відкриті торги можуть бути відмінені частково (за лотом).  Інформація про відміну відкритих торгів автоматично надсилається всім учасникам процедури закупівлі електронною системою закупівель в день її оприлюднення.  З метою забезпечення права на оскарження рішень замовника договір про закупівлю не може бути укладено раніше ніж через п’ять днів з дати оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю.  Замовник укладає договір про закупівлю з учасником, який визнаний переможцем процедури закупівлі, протягом строку дії його пропозиції, не пізніше ніж через 15 днів з дати прийняття рішення про намір укласти договір про закупівлю відповідно до вимог тендерної документації та тендерної пропозиції переможця процедури закупівлі. У випадку обґрунтованої необхідності строк для укладення договору може бути продовжений до 60 днів. У разі подання скарги до органу оскарження після оприлюднення в електронній системі закупівель повідомлення про намір укласти договір про закупівлю перебіг строку для укладення договору про закупівлю зупиняється. |

**Уповноважена особа \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**ДОДАТОК 1**

**до документації**

**ФОРМА «ПРОПОЗИЦІЯ»**

|  |  |
| --- | --- |
| **Відомості про учасника відкритих торгів з особливостями** | |
| Повне найменування учасника |  |
| Керівництво (ПІБ, посада, контактні телефони) |  |
| Ідентифікаційний код за ЄДРПОУ (за наявності) |  |
| Місцезнаходження |  |
| Банківські реквізити |  |
| Особа відповідальна здійснювати зв'язок з замовником (ПІБ, посада, контактні телефони) |  |
| Факс (за наявності) |  |
| Електронна адреса (за наявності) |  |

Ми, (**назва учасника**), надаємо свою пропозицію щодо участі у спрощеній закупівлі на Пакети програмного забезпечення для захисту від вірусів (ESET PROTECT Entry з локальним управлінням)

Ознайомившись з оголошенням та технічними вимогами до предмету закупівлі, ми маємо можливість та погоджуємося виконати вимоги замовника та договору за наступними цінами (з урахуванням витрат на транспортування, поставку, усіх податків, зборів та платежів):

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| № п/п | Найменування | Країна виробник | Од. вим. | К-ть | Ціна з ПДВ (грн.) | Сума з ПДВ (грн.) |
|  |  |  |  |  |  |  |
|  | Всього, грн. з ПДВ | | | | |  |

***Примітки:***

*\* Ціна та сума мають бути зазначені у гривнях та після коми повинно бути не більше двох знаків.*

*\*\* Для платників ПДВ*

Якщо ми будемо визнані переможцем відкритих торгів з особливостями, ми беремо на себе зобов’язання підписати договір із замовником не пізніше ніж через 15 днів з дня прийняття рішення про намір укласти договір про закупівлю відповідно до вимог оголошення (в тому числі проєкту договору) та нашої пропозиції.

|  |  |  |
| --- | --- | --- |
| Керівник підприємства – учасника спрощеної закупівлі або інша уповноважена посадова особа | **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_** *(підпис) МП (за наявності)* | *(ініціали та прізвище)* |

***Примітки:*** *Форма оформлюється учасником на фірмовому бланку*

**ДОДАТОК 2**

**до документації**

**ТЕХНІЧНІ ВИМОГИ**

**Загальні Вимоги**

1. Запропоноване ПЗ повинне забезпечуватись в Україні технічною підтримкою через українську службу технічної підтримки, авторизовану виробником, яка працює в режимі 24х7х365, з можливістю зв’язку з технічними спеціалістами по місцевому телефону (без використання послуг міжнародного телефонного зв'язку).
2. Запропоновані рішення повинні мати діючий експертний висновок.

**Вимоги до рішення для захисту робочих станцій під управління несерверних ОС**

1. Надання захисту від: шкідливих програм, троянського ПЗ, клавіатурних шпигунів, рекламного ПЗ, фішингу, шпигунського ПЗ, руткітів, скриптів, потенційного небажаного та небезпечного ПЗ, мережевих атак та спаму.
2. Забезпечення антивірусного захисту в режимі реального часу.
3. Використання евристичних технологій власної розробки під час сканування.
4. Антивірусне сканування за вимогою користувача або адміністратора та згідно графіку.
5. Модуль захисту документів, що дає можливість перевіряти макроси Microsoft Office на наявність зловмисного коду.
6. Захист від експлойтів який забезпечує захист від загроз здатних використовувати уразливості Java, Flash та інших додатків.
7. Можливість здійснювати перевірку завантажувальних секторів на наявність вірусів у головному завантажувальному записі, в тому числі у інтерфейсі UEFI.
8. Додатковий рівень захисту користувачів від програм-вимагачів контролює та оцінює всі програми на основі їхньої поведінки та репутації.
9. Використання технологій машинного навчання під час первинного аналізу відправлених файлів
10. Можливість здійснювати безперервне спостерігання за активністю відправлених файлів (30 днів за замовчуванням), що дозволяє виявляти навіть ті загрози, що здатні обходити класичну пісочницю.
11. Можливість здійснювати автоматичне блокування файлів, що спричинили зловмисну активність під час первинного аналізу або підчас тривалого спостерігання у хмарі.
12. Можливість забезпечити швидку реакцію, за результатами первинного аналізу, шляхом блокування 0-денних загроз (від декілька секунд до 10 хвилин).
13. Наявність системи звітності, яка надає звіти про результат дослідження відправлених до хмари зразків.
14. Можливість здійснювати гнучкі налаштування відправки підозрілих файлів та визначення реакції після первинного аналізу або виявлення зловмисної активності під час тривалого спостереження у хмарі.
15. Сканування комп'ютера у неактивному стані.
16. Можливість сканування файлів під час запуску ОС.
17. Розширений сканер пам'яті, який відстежує підозрілі процеси та сканує їх, як тільки вони виникають, що дозволяє запобігти зараженню навіть ретельно зашифрованими та прихованими загрозами.
18. Можливість визначення детальних параметрів роботи антивірусного сканера, таких як: визначення об’єктів та методів сканування, можливість встановлення максимального розміру та часу сканування файлу, максимальну глибину вкладення архіву та створення виключень.
19. Автоматична антивірусна перевірка змінних носіїв.
20. Наявність інструменту, який зможе здійснювати контроль підключення до робочої станції змінних носіїв шляхом створення правил доступу, а саме: блокування, дозвіл, тільки читання, читання та запис, попередження.
21. Можливість здійснювати контроль підключення до робочої станції зовнішніх пристроїв за типом пристрою, за виробником, моделлю або серійним номером пристрою.
22. Можливість створювати групи дозволених або заборонених зовнішніх пристроїв.
23. Можливість забороняти або дозволяти підключення зовнішніх пристроїв як для всіх, так і для окремих користувачів або груп Windows або домену.
24. Наявність системи виявлення вторгнень (HIPS), яка захищає комп’ютер від шкідливих програм і небажаної активності. Також цей модуль містить в собі майстер для створення правил та редактор правил для контролю запущених процесів, використовуваних файлів та розділів реєстру.
25. Додаткова перевірка запущених процесів у хмарному репутаційному сервісі.
26. Забезпечення додаткового рівня захисту поштового трафіку на робочій станції шляхом інтеграції до поштового клієнту, з можливістю перевірки POP3, POP3S, SMTP, IMAP та IMAPS та перевірки поштових вкладень, особливо на тих ПК, що тимчасово або постійно знаходяться за межами корпоративної мережі.
27. Можливість автоматично видаляти або переміщувати заражену пошту до вказаного каталогу у поштовому клієнті.
28. Наявність модуля захисту від спаму власної розробки з можливістю інтеграції до поштового клієнту, що забезпечує додатковий рівень захисту від спаму, особливо на тих ПК, що тимчасово або постійно знаходяться за межами корпоративної мережі.
29. Можливість використовувати білі та чорні списки спам-адресатів як користувальницькі (гнучка персоналізація інтелектуального спам-модулю), так і глобальні, інформація до яких надходить з серверів оновлення.
30. Забезпечення додаткового рівня захисту інтернет-трафіку шляхом перевірки HTTP, HTTPS трафіку, що дає можливість блокувати адреси таких небезпечних ресурсів, як фішингові сайти, сервери ботнетів, командні (C&C) сервери APT, а також сервери, що розповсюджують загрози класу «ransomware»,
31. Можливість створення листів виключених з перевірки, заблокованих та дозволених URL-адрес.
32. Можливість блокувати завантаження з Інтернету файлів за вказаним розширенням, особливо на тих ПК, що тимчасово або постійно знаходяться за межами корпоративної мережі.
33. Можливість перевірки протоколу SSL як в автоматичному, так і в інтерактивному режимах.
34. Перевірка дійсності та цілісності сертифікатів SSL-трафіку, та можливість керувати списками довірених сертифікатів та сертифікатів виключених з перевірки, а також можливість вибору дії при визначенні сертифіката недіючим, невизначеним або пошкодженим .
35. Можливість створення виключень з перевірки трафіку для окремих програм та окремих IP-об'єктів (IP-адресів, діапазонів IP-адресів, підмереж).
36. Наявність персонального брандмауера для здійснення мережевої фільтрації та захисту як від зовнішніх так і локальних мережевих атак.
37. Наявність у персональному брандмауеру інтерактивного режиму, що надає детальну інформацію про нове невідоме мережеве з'єднання та дає можливість не тільки створювати нове правило мережевої фільтрації для виявленого з'єднання, а й вказувати детальні налаштування для нього.
38. Наявність у персональному брандмауеру режиму навчання, що дає можливість адміністратору віддалено налаштовувати дозвільні правила для мережевих додатків та обладнання.
39. Наявність редактора правил, що дає можливість не тільки редагувати створені правила, а й керувати вбудованими правилами, яких достатньо для первинного ретельного захисту від несанкціонованих мережевих з'єднань та мережевих атак.
40. Можливість створювати для персонального брандмауеру різні профілі, які можуть автоматично переключатися, в залежності від того, до якої мережі підключено комп'ютер.
41. Можливість використовувати у персональному брандмауері додаткову автентифікацію мережі з метою запобігання несанкціонованого підключення ПК до невідомих небезпечних мереж.
42. Можливість налаштування додаткових параметрів модуля системи виявлення вторгнень (IDS) з метою виявлення різних типів можливих мережевих атак на комп’ютер.
43. Можливість використання технології, яка забезпечує захист від загроз типу "ботнет".
44. Захист уразливостей мережевого протоколу, що покращує виявлення загроз, які використовують недоліки мережевих протоколів, таких як SMB, RPC, RDP і т.д.
45. Наявність додаткового функціоналу персонального брандмауеру, що дозволяє переглядати всю детальну інформацію по всіх наявних мережевих з'єднаннях, переглядати автоматично заблоковані мережеві з'єднання з метою корегування правил, а також контролювати зміни у мережевих додатках.
46. Наявність модуля веб-контролю, що дає можливість обмежувати доступ до певних категорій сайтів.
47. Наявність 27 категорій фільтрації інтернет-трафіку, в яких розподілені більш ніж 100 підкатегорій, а також можливість створювати групи з категорій та підкатегорій.
48. Можливість створювати правила фільтрації інтернет-трафіку для різних користувачів та груп ОС Windows або домену.
49. Отримання оновлення клієнтів з локального сховища на сервері, що дозволяє підтримувати актуальність антивірусного захисту в закритих ізольованих мережах, що не мають доступу до мережі Інтернет.
50. Можливість створення дзеркала оновлень засобами антивірусного ПЗ.
51. Можливість отримувати оновлення вірусних баз з резервних джерел, якщо основне джерело оновлення буде недосяжне.
52. Можливість для портативних комп'ютерів отримувати оновлення з серверів виробника он-лайн, у разі перебування поза корпоративною мережею.
53. Відкат оновлень з можливість повернутися до попередніх версій баз вірусних сигнатур і модулів оновлення, та можливістю тимчасово призупинити оновлення або встановлювати нові вручну.
54. Можливість оновлення у режимі отримання регулярних, тестових та відкладених оновлень.
55. Наявність інструменту віддаленого управління, можливість крім основного вказати резервні сервери адміністрування.
56. Наявність механізму контролю за станом безпеки та актуальністю оновлень ОС.
57. Наявність інструменту для діагностики системи, який має можливість створювати знімки стану операційної системи для подальшого глибоко аналізу різноманітних аспектів роботи операційної системи, включаючи запущені процеси, контент реєстру, інстальоване ПЗ, мережеві з'єднання.
58. Можливість визначення рівня критичності (небезпечний, невідомий, маловідомий, безпечний) значень різноманітних параметрів операційної системи, з метою виявлення несанкціонованих та небезпечних змін у ОС.
59. Можливість порівнювати різні знімки стану системи з метою виявлення змін, які відбулись в системі за визначений час.
60. Можливість створювати та віддалено виконувати скрипти, що дасть змогу на віддаленому ПК зупиняти запущені процеси та служби, видаляти гілки реєстру, блокувати мережеві з'єднання.
61. Наявність планувальника завдань, який дасть можливість створювати заплановані завдання, серед яких: запуск зовнішньої програми, перевірка файлів під час запуску системи, створення знімка стану системи, перевірка комп’ютера, оновлення вірусних баз та модулів програми.
62. Можливість планування завдань, які запускатимуться одноразово, періодично, а також за умови виникнення конкретних подій.
63. Можливість створення у планувальнику декількох однотипних завдань з різною періодичністю або різними умовами запуску.
64. Можливість створення завантажувального диску як на CD-, так і на USB-носіях з встановленим антивірусним продуктом.
65. Підтримка роботи програм, що працюють в повноекранному режимі, з можливістю приховати всі повідомлення від антивірусного ПЗ.
66. Можливість захисту від зміни параметрів антивірусного ПЗ паролем.
67. Локальне зберігання журналів на робочих станціях
68. Наявність, режиму перевизначення політики, що дає системному адміністратору тимчасову можливість змінювати на ПК ті налаштування антивірусного ПЗ, що призначаються політикою, та недосяжні для редагування, з метою гнучкого налаштування антивірусного ПЗ у специфічному середовищі.
69. Низьке споживання ресурсів ПК актуальними антивірусними продуктами (сукупно усіма процесами: графічний інтерфейс, процес комплексного захисту, служба віддаленого адміністрування): 50-100 МБ оперативної пам'яті, 2-35 % центрального процесору.

Підтримка ОС: Microsoft Win 11, 10, 8.1, 8, 7.

**ДОДАТОК №3**

**до оголошення**

**ДОГОВІР № \_\_\_\_**

поставки комп'ютерної програми

*м. \_\_\_\_\_\_\_ «\_\_\_» \_\_\_\_\_\_\_\_\_\_ 202\_ року*

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_** (надалі – Постачальник), платник податку на прибуток \_\_\_\_\_\_\_\_\_\_, в особі \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, що діє на підставі \_\_\_\_\_\_\_\_\_\_\_\_, з однієї сторони, та

**Товариство з обмеженою відповідальністю «ЕНЕРА ВІННИЦЯ»** (надалі – Покупець), платник податку на прибуток за основною ставкою, в особі директора Близнюка Олександра Івановича, який діє на підставі Статуту, з іншої сторони, разом – «Сторони», а кожна окремо – «Сторона», уклали даний договір передачі примірників комп’ютерних програм (програмної продукції) (надалі – «Договір») про наступне:

**1. ПРЕДМЕТ ДОГОВОРУ**

1.1. Постачальник у строк та на умовах, встановлених цим Договором, зобов’язується забезпечити поставку Покупцю як кінцевому споживачу, а Покупець зобов’язується прийняти і оплатити один примірник комп’ютерної програми (програмної продукції) - Програмна продукція ESET PROTECT Entry з локальним управлінням. Для захисту 200 об'єктів (робочих місць), надалі – копія програмної продукції,

1.2. Разом із передачею копії програмної продукції Покупцю надаються невиключні майнові права на її використання на території України за її функціональним призначенням для забезпечення власного технологічного процесу.

1.3. Строк дії права на використання копії програмної продукції – 12 (дванадцять) місяців з моменту активації.

1.4. Сторони погодили, що поставка копії комп’ютерної програми за цим Договором відповідає коду Єдиного закупівельного словника ДК 021:2015, код 48761000-0.

**2. ВИМОГИ ЩОДО ЯКОСТІ**

2.1. Якість копії програмної продукції має відповідати технічним та іншим параметрам, встановленим компанією ESET та відповідати нормативним документам (державним стандартам, нормам, правилам і т.д.), що встановлюють вимоги до програмного продукту, якщо такі є, а у разі відсутності – мети використання комп’ютерної програми (програмної продукції).

2.2. Постачальник гарантує, що наділений відповідними повноваженнями на розповсюдження Програмного продукту ESET PROTECT Entry з локальним управлінням.

**3. ЦІНА ТА ПОРЯДОК ОПЛАТИ ЗА ЦИМ ДОГОВОРОМ**

3.1. Вартість копії програмної продукції за цим Договором (ціна цього Договору) становить \_\_\_\_\_ грн. (\_\_\_\_\_\_\_\_\_\_ гривень \_\_ копійок), без ПДВ. ПДВ- \_\_\_\_\_\_\_\_\_\_ разом з ПДВ\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (\_\_\_\_\_\_\_\_\_\_ гривень \_\_ копійок) .

3.2. Покупець здійснює розрахунки за фактично отриману копію програмної продукції протягом 90 календарних днів з моменту її отримання та підписання Сторонами здавально-приймальних документів на свій вибір або шляхом перерахування грошових коштів на розрахунковий рахунок Постачальника, або шляхом видачі простого векселя (векселів). 3.3.1. Вексель (векселі) видаються Постачальнику на суму фактично поставленої копії програмної продукції. Номінальна вартість векселя (векселів) не повинна бути більше суми фактично отриманої копії програмної продукції. В момент (день) оформлення векселя (векселів) зобов’язання з оплатити отриманої копії програмної продукції у Покупця припиняються та виникає новий обов’язок оплатити вексель (векселі). Вексель (векселі) передається за актом прийому-передачі. Постачальник зобов’язаний прийняти оформлений вексель (векселі) та підписати акт прийому-передачі.

3.3. Оплата, що передбачена цим Договором, здійснюється шляхом безготівкового перерахування грошових коштів з поточного рахунку Покупця на поточний рахунок Постачальника, вказаний у розділі 10 цього Договору, на підставі наданого Постачальником рахунку-фактури.

3.. Ціна копії програмної продукції за цим Договором встановлюється у національній валюті України – гривні.

3.5. За наявності фінансування Покупець має право, але не зобов’язаний здійснити повну або часткову попередню оплату Товару.

3.6. У випадку одержання передоплати та неможливості виконати свої зобов’язання, Постачальник повертає Покупцю одержані грошові кошти не пізніше 3-х банківських днів з моменту виявлення такої обставини.

3.7. У випадку порушення строку повернення передоплати, зазначеного у п. 3.6 Договору, Покупець має право нарахувати Постачальнику проценти за користування чужими грошовими коштами у розмірі 3 % від суми не повернених коштів за кожен календарний день прострочення. При порушенні зазначеного у п. 3.6 Договору строку повернення передоплати більше ніж на 10 (десять) робочих днів на суму не повернених коштів Покупець має право нарахувати Постачальнику індекс інфляції та штрафну санкцію у розмірі 10 % від суми не повернених коштів.

**4. ПОРЯДОК ПОСТАВКИ**

4.1. Постачальник забезпечує поставку Покупцю копію програмної продукції у визначеній Сторонами у п. 1.1 Договору кількості одиниць, протягом 15 (п’ятнадцяти) робочих днів з дати підписання цього Договору. шляхом активації відповідної кількості одиниць з використанням реєстраційних даних, отриманих на електронну пошту(адреса: [info@vin.enera.ua](mailto:info@vin.enera.ua)), необхідних для такої активації та функціонування усієї замовленої кількості одиниць.

4.2. Поставка копії програмної продукції супроводжується наданням Покупцю ліцензійного сертифікату та файлу ліцензій, що визначає умови обмеженого використання Покупцем копії програмної продукції за її функціональним призначенням. Право на використання копії програмної продукції Покупцем включає право на оновлення та отримання оновлень версій Програмного продукту ESET PROTECT Entry з локальним управлінням, технічну підтримку та інші права, передбачені ліцензійним сертифікатом.

4.3. Покупець має право користування копією програмної продукції протягом визначеного п. 1.3 цього Договору строку з моменту її активації.

4.4. Поставка копії програмної продукції та її передача від Постачальника до Покупця підтверджується шляхом підписання між Сторонами видаткової накладної (надалі – Накладної).

4.5. Постачальник забезпечує поставку у погоджені Сторонами строки повний обсяг копії програмної продукції та протягом 3 (трьох) робочих днів після здійснення поставки передає Покупцю для підписання Накладну у 2 (двох) екземплярах. Покупець після отримання Накладної протягом 3 (трьох) робочих днів зобов’язаний підписати таку Накладну та 1 (один) її екземпляр повернути (надати) Постачальнику або протягом цього ж строку надати Постачальнику письмову мотивовану відмову від її підписання. У разі не підписання Накладної, не передання її Постачальнику у встановлений у цьому пункті строк для її підписання або за відсутності у це й же строк письмової мотивованої відмови, копія програмної продукції вважається поставленою у замовленій кількості одиниць та відповідає вимогам Покупця без зауважень, а Постачальник вважається таким, що належно виконав свої зобов’язання за цим Договором.

4.6. Зауваження (письмова мотивована відмова) Покупця щодо якості копії програмної продукції та кількості погоджених Сторонами одиниць оформляються актом про виявлені недоліки, який повинен бути складений у день приймання копії програмної продукції, з обов’язковою участю представника Постачальника. При цьому Постачальник зобов’язаний у строк не більше 5 (п’яти) календарних днів виправити виявлені під час прийняття недоліки та забезпечити активацію усієї кількості її одиниць.

**5. ПРАВА ТА ОБОВ’ЯЗКИ СТОРІН**

5.1. Покупець зобов’язаний:

5.1.1. Своєчасно та в повному обсязі сплатити вартість копії програмної продукції.

5.1.2. Прийняти копію програмної продукції згідно Накладної та підписати її згідно встановленого цим Договором порядку.

5.1.3. За наявності вмотивованих зауважень до якості та порядку поставки копії програмної продукції, що не передбачені п. 4.7 цього Договору, надати Постачальнику перелік зауважень у письмовому вигляді у 3-денний строк з дати отримання копії програмної продукції.

5.1.4. Дотримуватись зобов’язань, передбачених у наданому Постачальником ліцензійному сертифікаті, та не допускати будь-яких порушень прав суб’єктів авторських прав на копію програмної продукції.

5.2. Покупець має право:

5.2.1. Достроково розірвати цей Договір у разі невиконання зобов’язань Постачальником щодо своєчасної, якісної та належної поставки копії програмної продукції, повідомивши про це Постачальника рекомендованим листом з повідомленням про вручення за 7 (сім) календарних днів до дати його розірвання.

5.2.2. Контролювати порядок та строки поставки Постачальником.

5.2.3. Повернути рахунок-фактуру Постачальнику без здійснення оплати у разі його неналежного оформлення. У такому разі затримка розрахунку не вважатиметься простроченням з боку Покупця.

5.2.4. З моменту активації копії програмної продукції згідно п. 4.2 цього Договору Покупець отримує право на використання копії програмної продукції на території України, згідно повноважень та обмежень, вказаних у ліцензійному сертифікаті.

5.3. Постачальник зобов’язаний:

5.3.1. Поставити копії програмної продукції у строки та у кількості одиниць, встановлені цим Договором.

5.3.2. Забезпечити якість поставленої копії програмної продукції, яка відповідає умовам, установленим розділом 2 цього Договору.

5.3.3. Негайно (протягом одного робочого дня) інформувати Покупця про виникнення обставин, що перешкоджають виконанню умов цього Договору, крім обставин непереборної сили.

5.3.4. У разі розірвання цього Договору на підставі пп. 5.2.1 п. 5.2 цього Договору, повернути Покупцю 100 % суми попередньої оплати протягом 7 (семи) робочих днів з дня розірвання цього Договору. Попередня оплата не повертається у разі відвантаження (відправлення) Покупцеві даних для активації згідно п. 4.2 Договору до часу та дати отримання Постачальником відповідного повідомлення від Покупця.

5.3.5 Постачальник зобов'язується надати Покупцю податкові накладні та розрахунки коригування до податкових накладних (надалі – ПН/РК), складені в електронній формі з дотриманням умови щодо реєстрації у порядку, визначеному законодавством, з кваліфікованим електронним підписом уповноваженої особи та зареєстровані в Єдиному реєстрі податкових накладних в строк не пізніше визначеного Податковим кодексом України.

5.4. Постачальник має право:

5.4.1. Своєчасно та в повному обсязі отримувати плату за копії програмної продукції.

5.4.2. У разі невиконання зобов’язань Покупцем, Постачальник має право достроково розірвати цей Договір, повідомивши про це Покупця рекомендованим листом з повідомленням про вручення за 7 (сім) календарних днів до дати його розірвання.

**6. ВІДПОВІДАЛЬНІСТЬ СТОРІН**

6.1. За невиконання чи неналежне виконання зобов’язань за цим Договором Сторони несуть відповідальність, передбачену чинним законодавством України та цим Договором.

6.2. За невиконання або неналежне виконання умов цього Договору винна Сторона відшкодовує іншій Стороні спричинені цим реальні, документально підтверджені збитки.

6.3. У випадку порушення з вини Постачальника строків поставки копії програмної продукції, Покупець має право нарахувати, а Постачальник на письмову вимогу виплатити Покупцю штрафну санкцію у розмірі 1% (одного відсотка) від вартості несвоєчасно поставленої копії програмної продукції за кожен день прострочення протягом 5 (п’яти) календарних днів з дня отримання Постачальником відповідної вимоги Покупця.

6.4. За порушення Покупцем строку виконання грошового зобов’язання за цим Договором, Постачальник має право нарахувати, а Покупець зобов’язується на вимогу Постачальника сплатити пеню у розмірі подвійної облікової ставки Національного банку України, яка діяла протягом усього періоду, за який сплачується пеня, від простроченої суми за кожен день прострочення до дати проведення повної оплати.

6.5. Оплата неустойки не звільняє Сторони від виконання зобов’язань за цим Договором.

6.6. Сторони несуть повну відповідальність за правильність вказаних ними у цьому Договорі реквізитів та зобов’язуються своєчасно у письмовій формі повідомляти іншу Сторону про зміну свого місцезнаходження, платіжних й інших реквізитів, а у разі неповідомлення несуть ризик настання пов’язаних із цим несприятливих наслідків.

**7. ОБСТАВИНИ НЕПЕРЕБОРНОЇ СИЛИ**

7.1. Сторони звільняються від відповідальності за часткове чи повне невиконання зобов’язань за цим Договором, якщо це невиконання є наслідком обставин нездоланної (непереборної) сили, які виникли після укладання цього Договору у результаті подій надзвичайного характеру, які Сторони не могли ні передбачити, ні запобігти розумними заходами. До таких подій відносяться: аварія, катастрофа, стихійне лихо, епідемія, епізоотія, війна тощо.

7.2. Сторона, що не може виконувати свої зобов’язання за цим Договором унаслідок дії обставин непереборної сили, повинна не пізніше ніж протягом 2-х календарних днів з моменту їх виникнення повідомити про це іншу Сторону у письмовій формі.

7.3. Належним доказом настання обставин непереборної сили є відповідний документ Торгово-промислової палати України, що посвідчує обставини непереборної сили.

7.4. У разі коли строк дії обставин непереборної сили продовжується більше ніж 30 календарних днів, кожна із Сторін в односторонньому порядку має право розірвати цей Договір без будь-якого відшкодування шкоди, спричиненої таким невиконанням. У разі проведення Покупцем попередньої оплати за копії програмної продукції та не проведення її поставки Постачальником у зв’язку із настання обставин непереборної сили, останній зобов’язується повернути Покупцю грошові кошти протягом 5 (п’яти) робочих днів з дня розірвання цього Договору згідно умов цього п. 7.4 Договору.

1. **ВИРІШЕННЯ СПОРІВ**

8.1. У випадку виникнення розбіжностей між Сторонами з питань, що випливають з дії цього Договору, Сторони зобов’язуються прикласти максимум зусиль і доброї волі для врегулювання таких розбіжностей шляхом переговорів та консультацій.

8.2. У випадку принципової розбіжності позицій, коли можливості врегулювання вичерпані, спори вирішуються господарським судом відповідно до підсудності спору, встановленої чинним законодавством України.

**9. СТРОК ДІЇ ТА ІНШІ УМОВИ**

9.1. Договір набирає чинності з моменту підписання його Сторонами і діє до 31 грудня 2024 року, але у будь-якому випадку до момента належного та повного виконання Сторонами своїх зобов’язань за Договором.

9.2. Закінчення строку дії цього Договору не є підставою для невиконання Сторонами зобов’язань, що залишились невиконаними.

9.3. Зміни та доповнення до цього Договору можуть бути внесені лише за згодою обох Сторін, а також у разі зміни діючого законодавства, яке регулює вищевказані відносини.

9.4. Додаткові угоди до цього Договору нумеруються по мірі їх укладання та є невід’ємними частинами цього Договору.

9.5. Сторони не мають права передавати свої права, обов’язки та проведення взаєморозрахунків за цим Договором третій особі.

9.6. Договір складений у двох примірниках, які мають однакову силу, по одному для кожної із Сторін.

**10. РЕКВІЗИТИ ТА АДРЕСИ СТОРІН:**

|  |  |
| --- | --- |
| **Постачальник** | **Покупець** |
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